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Crosswalk 

NIST Cyber Security 
Framework (CSF) 

ID.RA 

NIST SP 800-53 
Security Controls 

PM-9, PM-11, PM-12, PM-15, PM-16, RA-2, RA-3, 
RA-5, CA-2, CA-7, CA-8, SI8, SI



https://www.us-cert.gov/ncas/bulletins
https://www.infragard.org/
https://www.ftc.gov/
https://www.ren-isac.net/
https://www.ren-isac.net/
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